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Internet Policy 

The G.E. Bleskacek Family Memorial Library makes the internet available to its patrons to 

meet the personal, professional, and educational needs of the community.  

The library does not monitor and has no control over the information accessed through 

the internet and cannot be held responsible for its content or accuracy.  

Internet resources may only be used for legal purposes by the public and library staff. 

Examples of illegal or unacceptable uses include, but are not limited to: 

• Display of sexually explicit or pornographic materials 

• Harassment or privacy violations of other users  

• Destruction or damage to library equipment, software, or data 

• Unauthorized copying of copyrighted materials 

The library does not act in place of the parent and is not responsible for enforcing any 

restrictions which a parent or guardian may place on a child's use of this resource.  

Failure to comply with this policy or with library staff directions will result in restriction or 

termination of the user's internet and/or library privileges and may result in prosecution 

under local, state, or federal laws.  

Public Computers  

Computers with internet access are available for an hour per day on a first-come, first-

served basis. 

A library card is needed to access computers. If a registered patron does not have their 

card with them, the library will accept an alternative form of ID to look up their card 

number. Guest passes may be issued for nonresidents or at staff discretion. Passes will 

not be issued to anyone under age 16 without parent or guardian permission.  

Wireless Internet 

Patrons using their own devices to access the internet through the library’s wireless 

connection or accessing the internet in the building through any other means are 

subject to this policy. 

The library’s wireless network is not secure. Virus, security, and privacy protection are not 

provided by the library. Responsibility for the safety and security of a user’s data files or 

personal devices rests with the user.  

   


